
• 

• 

• 

• 

• 



 

• 

• 

• 

• 

• 

• 

• 

• 



 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 



 

• 

• 

• 

• 

• 

• 

• 



 

• 

• 

• 

• 

• 

• 



 

• 

• 

• 



 

 

https://www.statista.com/outlook/tmo/cybersecurity/worldwide
https://www.statista.com/outlook/tmo/cybersecurity/worldwide
https://www.statista.com/outlook/tmo/cybersecurity/worldwide
https://www.statista.com/outlook/tmo/cybersecurity/united-states
https://www.statista.com/outlook/tmo/cybersecurity/worldwide#cybercrime
https://www.cybersecuritydive.com/news/moodys-credit-risk-cyber-critical-infrastructure/651656/
https://www.cybersecuritydive.com/news/moodys-credit-risk-cyber-critical-infrastructure/651656/
https://www.mckinsey.com/capabilities/risk-and-resilience/our-insights/cybersecurity/new-survey-reveals-2-trillion-dollar-market-opportunity-for-cybersecurity-technology-and-service-providers
https://www.mckinsey.com/capabilities/risk-and-resilience/our-insights/cybersecurity/new-survey-reveals-2-trillion-dollar-market-opportunity-for-cybersecurity-technology-and-service-providers
https://www.mckinsey.com/capabilities/risk-and-resilience/our-insights/cybersecurity/new-survey-reveals-2-trillion-dollar-market-opportunity-for-cybersecurity-technology-and-service-providers
https://www.weforum.org/agenda/2023/04/cybersecurity-news-cyber-threats/
https://www.weforum.org/agenda/2023/04/cybersecurity-news-cyber-threats/
https://www.weforum.org/agenda/2023/05/cybersecurity-news-to-know-this-month/
https://www.reuters.com/legal/legalindustry/sec-is-inching-closer-clarity-cybersecurity-requirements-2023-04-19/
https://www.reuters.com/legal/legalindustry/sec-is-inching-closer-clarity-cybersecurity-requirements-2023-04-19/
https://www.weforum.org/agenda/2023/04/cybersecurity-news-cyber-threats/
https://www.ncsc.gov.uk/news/uk-and-us-issue-warning-about-apt28-actors-exploiting-poorly-maintained-cisco-routers
https://www.ncsc.gov.uk/news/uk-and-us-issue-warning-about-apt28-actors-exploiting-poorly-maintained-cisco-routers
https://www.weforum.org/agenda/2023/04/cybersecurity-secure-by-design-software-guidance/
https://www.weforum.org/agenda/2023/04/cybersecurity-secure-by-design-software-guidance/
https://www.weforum.org/agenda/2023/04/cybersecurity-news-cyber-threats/
https://www.weforum.org/agenda/2023/06/asia-pacific-region-the-new-ground-zero-cybercrime/
https://www.weforum.org/agenda/2023/06/asia-pacific-region-the-new-ground-zero-cybercrime/
https://www.securityweek.com/intellihartx-informs-490k-patients-of-goanywhere-related-data-breach/
https://www.securityweek.com/intellihartx-informs-490k-patients-of-goanywhere-related-data-breach/
https://www.securityweek.com/swiss-fear-government-data-stolen-in-cyberattack/
https://www.bleepingcomputer.com/news/security/swiss-government-warns-of-ongoing-ddos-attacks-data-leak/
https://www.bleepingcomputer.com/news/security/swiss-government-warns-of-ongoing-ddos-attacks-data-leak/
https://www.securityweek.com/ransomware-group-used-moveit-exploit-to-steal-data-from-dozens-of-organizations/
https://www.securityweek.com/ransomware-group-used-moveit-exploit-to-steal-data-from-dozens-of-organizations/
https://www.securityweek.com/several-major-organizations-confirm-being-impacted-by-moveit-attack/
https://www.securityweek.com/several-major-organizations-confirm-being-impacted-by-moveit-attack/
https://www.securityweek.com/bbc-british-airways-novia-scotia-among-first-big-name-victims-in-global-supply-chain-hack/
https://www.securityweek.com/bbc-british-airways-novia-scotia-among-first-big-name-victims-in-global-supply-chain-hack/
https://www.bleepingcomputer.com/news/security/blackcat-ransomware-fails-to-extort-australian-commercial-law-giant/
https://www.bleepingcomputer.com/news/security/blackcat-ransomware-fails-to-extort-australian-commercial-law-giant/
https://www.oodaloop.com/cyber/2023/06/20/australian-government-says-its-data-was-stolen-in-law-firm-ransomware-attack/
https://www.oodaloop.com/cyber/2023/06/20/australian-government-says-its-data-was-stolen-in-law-firm-ransomware-attack/
https://www.theguardian.com/australia-news/2023/jun/20/ndis-agency-scrambles-over-risk-of-leaked-sensitive-client-information-in-hwl-ebsworth-hack
https://www.theguardian.com/australia-news/2023/jun/20/ndis-agency-scrambles-over-risk-of-leaked-sensitive-client-information-in-hwl-ebsworth-hack
https://www.securityweek.com/pharmaceutical-giant-eisai-takes-systems-offline-following-ransomware-attack/
https://www.securityweek.com/pharmaceutical-giant-eisai-takes-systems-offline-following-ransomware-attack/
https://www.securityweek.com/information-of-2-5m-people-stolen-in-ransomware-attack-at-massachusetts-health-insurer/
https://www.securityweek.com/information-of-2-5m-people-stolen-in-ransomware-attack-at-massachusetts-health-insurer/
https://www.securityweek.com/ransomware-attack-hits-health-insurer-point32health/
https://www.securityweek.com/enzo-biochem-ransomware-attack-exposes-information-of-2-5m-individuals/
https://www.securityweek.com/enzo-biochem-ransomware-attack-exposes-information-of-2-5m-individuals/
https://www.securityweek.com/personal-information-of-9-million-individuals-stolen-in-mcna-ransomware-attack/
https://www.securityweek.com/personal-information-of-9-million-individuals-stolen-in-mcna-ransomware-attack/
https://www.securityweek.com/idaho-hospitals-working-to-resume-full-operations-after-cyberattack/
https://www.securityweek.com/idaho-hospitals-working-to-resume-full-operations-after-cyberattack/
https://www.securityweek.com/industrial-giant-abb-confirms-ransomware-attack-data-theft/
https://www.securityweek.com/industrial-giant-abb-confirms-ransomware-attack-data-theft/
https://www.securityweek.com/rheinmetall-says-military-business-not-impacted-by-ransomware-attack/
https://www.securityweek.com/rheinmetall-says-military-business-not-impacted-by-ransomware-attack/
https://www.securityweek.com/dish-ransomware-attack-impacted-nearly-300000-people/
https://www.securityweek.com/dish-ransomware-attack-impacted-nearly-300000-people/
https://www.securityweek.com/lacroix-closes-production-sites-following-ransomware-attack/
https://www.securityweek.com/lacroix-closes-production-sites-following-ransomware-attack/
https://www.securityweek.com/pharmerica-discloses-data-breach-impacting-5-8-million-individuals/
https://www.securityweek.com/pharmerica-discloses-data-breach-impacting-5-8-million-individuals/
https://www.securityweek.com/dragos-says-ransomware-hackers-failed-at-elaborate-extortion-scheme/
https://www.securityweek.com/dragos-says-ransomware-hackers-failed-at-elaborate-extortion-scheme/
https://www.securityweek.com/1-1m-paid-to-resolve-ransomware-attack-on-california-county/
https://www.securityweek.com/1-1m-paid-to-resolve-ransomware-attack-on-california-county/


 

 

https://www.securityweek.com/western-digital-confirms-ransomware-group-stole-customer-information/
https://www.securityweek.com/western-digital-confirms-ransomware-group-stole-customer-information/
https://www.securityweek.com/leaked-files-show-extent-of-ransomware-groups-access-to-western-digital-systems/
https://www.securityweek.com/leaked-files-show-extent-of-ransomware-groups-access-to-western-digital-systems/
https://www.securityweek.com/payments-giant-ncr-hit-by-ransomware/
https://www.securityweek.com/australian-finance-company-refuses-hackers-ransom-demand/
https://www.securityweek.com/australian-finance-company-refuses-hackers-ransom-demand/
https://www.securityweek.com/msi-confirms-cyberattack-issues-firmware-download-guidance/
https://www.securityweek.com/msi-confirms-cyberattack-issues-firmware-download-guidance/
https://www.bleepingcomputer.com/news/security/money-message-ransomware-gang-claims-msi-breach-demands-4-million/
https://www.bleepingcomputer.com/news/security/money-message-ransomware-gang-claims-msi-breach-demands-4-million/
https://www.bleepingcomputer.com/news/security/capita-confirms-hackers-stole-data-in-recent-cyberattack/
https://www.bleepingcomputer.com/news/security/capita-confirms-hackers-stole-data-in-recent-cyberattack/
https://www.securityweek.com/capita-says-ransomware-attack-will-cost-it-up-to-25-million/
https://www.securityweek.com/capita-says-ransomware-attack-will-cost-it-up-to-25-million/
https://www.akamai.com/newsroom/press-release/akamai-launches-managed-security-service-updates-and-new-premium-offering
https://www.akamai.com/newsroom/press-release/akamai-launches-managed-security-service-updates-and-new-premium-offering
https://www.akamai.com/newsroom/press-release/akamai-announces-new-cloud-computing-capabilities-for-streaming-video-at-2023-nab-show
https://www.akamai.com/newsroom/press-release/akamai-announces-new-cloud-computing-capabilities-for-streaming-video-at-2023-nab-show
https://www.akamai.com/newsroom/press-release/akamai-announces-brand-protector-to-defend-against-phishing-attacks-and-fake-websites
https://www.akamai.com/newsroom/press-release/akamai-announces-brand-protector-to-defend-against-phishing-attacks-and-fake-websites
https://www.akamai.com/newsroom/press-release/akamai-introduces-prolexic-network-cloud-firewall
https://www.akamai.com/newsroom/press-release/akamai-introduces-prolexic-network-cloud-firewall
https://www.paloaltonetworks.com/company/press/2023/palo-alto-networks-unveils-its-cloud-next-generation-firewall-for-microsoft-azure-customers
https://www.paloaltonetworks.com/company/press/2023/palo-alto-networks-unveils-its-cloud-next-generation-firewall-for-microsoft-azure-customers
https://www.paloaltonetworks.com/company/press/2023/palo-alto-networks-takes-aim-at-cyber-attacks-with-the-expansion-of-unit-42-s-digital-forensics---incident-response-service-globally
https://www.paloaltonetworks.com/company/press/2023/palo-alto-networks-takes-aim-at-cyber-attacks-with-the-expansion-of-unit-42-s-digital-forensics---incident-response-service-globally
https://www.paloaltonetworks.com/company/press/2023/palo-alto-networks-takes-aim-at-cyber-attacks-with-the-expansion-of-unit-42-s-digital-forensics---incident-response-service-globally
https://www.blackberry.com/us/en/company/newsroom/press-releases/2023/blackberry-introduces-industry-first-integrated-solution-to-assure-secure-bi-directional-response-communications-during-cyber-incidents
https://www.blackberry.com/us/en/company/newsroom/press-releases/2023/blackberry-introduces-industry-first-integrated-solution-to-assure-secure-bi-directional-response-communications-during-cyber-incidents
https://www.blackberry.com/us/en/company/newsroom/press-releases/2023/blackberry-introduces-industry-first-integrated-solution-to-assure-secure-bi-directional-response-communications-during-cyber-incidents
https://www.blackberry.com/us/en/company/newsroom/press-releases/2023/blackberry-delivers-more-security-less-complexity-with-enhanced-cybersecurity-solutions-portfolio
https://www.blackberry.com/us/en/company/newsroom/press-releases/2023/blackberry-delivers-more-security-less-complexity-with-enhanced-cybersecurity-solutions-portfolio
https://www.blackberry.com/us/en/company/newsroom/press-releases/2023/blackberry-delivers-more-security-less-complexity-with-enhanced-cybersecurity-solutions-portfolio
https://www.blackberry.com/us/en/company/newsroom/press-releases/2023/blackberry-qnx-releases-ultra-scalable-high-performance-compute-ready-operating-system-to-advance-software-development-efforts-for-next-generation-vehicles-and-iot-systems
https://www.blackberry.com/us/en/company/newsroom/press-releases/2023/blackberry-qnx-releases-ultra-scalable-high-performance-compute-ready-operating-system-to-advance-software-development-efforts-for-next-generation-vehicles-and-iot-systems
https://www.blackberry.com/us/en/company/newsroom/press-releases/2023/blackberry-qnx-releases-ultra-scalable-high-performance-compute-ready-operating-system-to-advance-software-development-efforts-for-next-generation-vehicles-and-iot-systems
https://www.blackberry.com/us/en/company/newsroom/press-releases/2023/blackberry-qnx-releases-ultra-scalable-high-performance-compute-ready-operating-system-to-advance-software-development-efforts-for-next-generation-vehicles-and-iot-systems
https://www.cloudflare.com/press-releases/2023/zero-trust-security-to-safely-use-generative-ai/
https://www.cloudflare.com/press-releases/2023/zero-trust-security-to-safely-use-generative-ai/
https://www.bankinfosecurity.com/cisco-buys-armorblox-to-bring-generative-ai-to-its-portfolio-a-22204
https://www.bankinfosecurity.com/cisco-buys-armorblox-to-bring-generative-ai-to-its-portfolio-a-22204
https://www.cisco.com/c/en/us/about/corporate-strategy-office/acquisitions/acquisitions-list-years.html
https://www.cisco.com/c/en/us/about/corporate-strategy-office/acquisitions/acquisitions-list-years.html
https://www.securityweek.com/crosspoint-capital-partners-acquires-absolute-software-in-870-million-deal/
https://www.securityweek.com/crosspoint-capital-partners-acquires-absolute-software-in-870-million-deal/
https://www.securityweek.com/ibm-snaps-up-dspm-startup-polar-security/
https://www.securityweek.com/blackpoint-raises-190-million-to-help-msps-combat-cyber-threats/
https://www.securityweek.com/blackpoint-raises-190-million-to-help-msps-combat-cyber-threats/
https://www.prnewswire.com/news-releases/sgt-capital-acquires-elatec-the-leading-global-provider-of-secure-access-solutions-301836733.html
https://www.prnewswire.com/news-releases/sgt-capital-acquires-elatec-the-leading-global-provider-of-secure-access-solutions-301836733.html
https://www.prnewswire.com/news-releases/cinven-to-acquire-archer-301796617.html
https://www.reuters.com/markets/deals/rsa-security-explores-2-bln-plus-sale-archer-sources-2023-01-18/
https://www.reuters.com/markets/deals/rsa-security-explores-2-bln-plus-sale-archer-sources-2023-01-18/
https://www.prnewswire.com/news-releases/sourcepass-announces-135-mm-in-total-funding-and-their-7th-acquisition-proxios-301813664.html
https://www.prnewswire.com/news-releases/sourcepass-announces-135-mm-in-total-funding-and-their-7th-acquisition-proxios-301813664.html
https://www.securityweek.com/halcyon-secures-50m-funding-for-anti-ransomware-protection-platform/
https://www.securityweek.com/halcyon-secures-50m-funding-for-anti-ransomware-protection-platform/


 

 


